[image: image41.jpg]z7
FLAGSHIP

OOOOOOOOOOOOOO



[image: image1.jpg]



                                                         Vol. 2, No. 6, November, 2010
Flagship Solutions Group eNewsletter
Flagship Has A New Look!

Flagship Solutions Group is pleased to announce an exciting new look and feel for our website, www.flagshipsg.com.  We’ve updated our look, enhanced the navigation to provide you with easy access to information, and added new features that we’re sure you’ll find easy to use.

While we’ve refined the design, we’ve also expanded the content.  Not only will you find why Flagship is head and shoulders above than the competition, you’ll be able to easily browse the full range of products, solutions, and services that we offer.

Check out our website to find the latest Flagship news and events.  Contact us directly.  Register for upcoming events.  And don’t forget to sign up for our eNewsletter so you won’t miss out on industry and Flagship news.
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UPCOMING EVENTS:

IBM Storage Solutions                              [image: image2.jpg]



Join IBM, Datapro, Flagship and Intel on November 18th for a briefing to help you transform your storage infrastructure, highlighting IBM solutions that deliver greater storage efficiency. Following the briefing, we hope you can join us for the game as the Miami Dolphins take on the Chicago Bears at Sun Life Stadium.
If you are interested in attending, call Flagship at (561) 208-FYI1 (3941) or contact Edgard Lopez at elopez@flagshipsg.com.
________________________________________________
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Fifth Annual CEO Forum 2010 - December 1
The Swiss-American Chamber of Commerce, the Council of the Americas, Association of Corporate Growth (ACG), and the South Florida InternetCoast are pleased to welcome you to the Fifth Annual CEO Forum, to be held December 1, 2010 at the Ritz Carlton in Miami's South Beach.

Patricio Wills, President and CEO of Telemundo Studios and one of the most recognized media executives in the Spanish/Hispanic markets, has committed to speak at this year's CEO Forum, forming part of a distinguished panel for the CEO Roundtable.
Click here to RSVP. 
________________________________________________
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Winterfest 2010
A spectacular sight where over 100 lighted boats promenade along the Intracoastal Waterway through Fort Lauderdale, the Winterfest Boat Parade is Florida's most watched boat parade. Vessels sail north along the Waterway's passage between the mainland and the barrier beaches.
The Winterfest Boat Parade follows a route that begins at Port Everglades near the 17th Street Causeway, south of downtown Fort Lauderdale.  The boats pass grandstands set up for prime viewing at Birch State Park, and the parade ends at Lake Santa Barbara in Pompano, just north of the city.

Come join Flagship as we sail on the Mussette II on December 11, 2010.  If you are interested in attending, call Flagship at (561) 208-FYI1 (3941) or contact Edgard Lopez at elopez@flagshipsg.com.
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Zero Percent Software Financing
From IBM – But Act Quickly!
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If you've been considering purchasing IBM software but have hesitated because money is tight, now is the time for you to act!  With zero percent (0%) financing, purchasing IBM Software just got a lot easier – and much more affordable.  With IBM's incredible financing deal, available NOW through Flagship, you pay no interest or finance charges for the entire twelve-month term!  Since there's no interest, estimating the monthly payments is as simple as dividing the total acquisition cost (less taxes) by twelve.  And qualifying for these rates has never been easier.
This offer runs through December 31, 2010.  Now is the time to act!  Contact Flagship at (561) 208-FYI1 (3941) or visit us atwww.flagshipsg.com today.
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Emerging Cyber-threats Predicted for 2011
The Georgia Tech Information Security Center (GTISC) Security Summit recently debuted its Emerging Cyber Threats Report for 2011, which summarizes the cyber-threat landscape for next year, evaluates the most urgent needs, and recommends IT responses to counter these threats.  This year, the Cyber Threats Report described three emerging trends for which security experts should prepare: coordinated botnet attacks, social networking breaches, and infrastructure penetrations that could cause physical damage.

The most mature cyber-threat, according to the Cyber Threats Report, comes from criminals who have redesigned bots that were previously thwarted to work together as a group to sidestep security solutions.  Previously, signature-based antivirus software had been capable of identifying and thwarting these botnets by virtue of the identical malicious code running on each infected system.  Unfortunately, cyber-criminals have since crafted automated tools that serialize their bots with numerous unique features that can fool traditional antivirus identification systems.

According to the Cyber Threats Report, security researchers are now uncovering close to 100,000 new malware examples per day—many more than there are existing resources to conduct deep, human analysis.  Malicious botnets sheathe each bot inside executable code that appears to be legitimate software.

What can you do to protect yourself and your organization?  SafeMedia, one of Flagship’s technology partners, has released its exciting new SafeMedia Intrusion Prevention System (SIPS).  SIPS delivers Internet intrusion detection and prevention functionality that current internet security products cannot.  SIPS' patented ability to actively learn how to shield your network against evolving threats—regardless of encryption—differentiates it from other intrusion-prevention methods and helps protect you from emerging threats to your network and data.

To find out how to improve your network’s security and get increased protection from cyber-threats, contact Flagship at (561) 208-FYI1 (3941) or visit us atwww.flagshipsg.com.
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Citrix Integration with GigaSpaces eXtreme Application

Platform Brings Cloud Elasticity to Enterprise Applications

Citrix Systems, Inc. recently announced the integration between Citrix® NetScaler®, Citrix® XenServer® and GigaSpaces eXtreme Application Platform (XAP).  This combination of technologies addresses the need for seamless infrastructure and application scalability and elasticity.  
Unlike some competitive offerings that restrict users to a single application framework/hypervisor combination, Citrix and GigaSpaces support multiple frameworks (Spring, J2EE, .NET) as well as multiple hypervisors.  IT managers today can use Citrix and GigaSpace technology together to apply “scale out” techniques for complex applications that were not initially designed to do so.  This capability in turn lowers the barrier to hosting these applications on cloud infrastructure, whether enterprise private clouds or a hybrid clouds spanning on and off-premise datacenters.
Whether IT managers are working with traditional high-performance enterprise applications or next generation Platform-as-a-Service (PaaS)-based applications, the integration of Citrix OpenCloud infrastructure with GigaSpaces XAP provides unique benefits not found elsewhere today.  Together these technologies offer the ability to automatically add or drop infrastructure capacity based upon fluctuating application capacity requirements, as well as delivering critical availability, security and application acceleration services.

To learn more about Citrix Cloud solutions, contact Flagship at (561) 208-FYI1 (3941) or visit us at www.flagshipsg.com.

Security Exploits Gaining Complexity, Researchers Report
Attackers are changing their tactics and, unsurprisingly, it's not to the benefit of users, according to a new security report.
The 2010 Top Cyber Security Risks Report features data from Hewlett-Packard's TippingPoint Digital Vaccine Labs, Qualys, and the SANS Institute and notes the increasing use of complex obfuscation techniques for PDF exploits and malicious JavaScript.

Since each iFrame contains a separate exploit, the attacker has great control over the techniques employed, the report noted, and adding new exploits or making code changes is "very easy to do."  Each JavaScript fragment is complementary to the other fetched fragments, and the exploit will not run unless all of the fragments are present.
"The use of this technique greatly complicates the job of intrusion detection and prevention because each stream must be separately analyzed in order to get a clear picture of what the exploit is trying to accomplish," the report said.

Adobe Reader and Adobe Acrobat have become favorites of attackers in 2010, as exemplified by recent attacks targeting a zero-day bug in the software.  According to the report, the amount of time it takes to reduce the number of unpatched machines by 50 percent—termed "half-life"—for Adobe Reader lags behind Microsoft Windows OS.  In the last year, the half-life for the Windows OS was 14.5 days, while for Adobe Reader, it was 65 days.

Older threats such as Conficker, SQL Slammer and Code Red are still circulating the Internet.  Slammer, which originated in 2004, still triggers HP TippingPoint IPS filters ten times more than any other filter. 

What can you do to protect yourself and your organization?  To learn how Flagship can help you protect your network, your data, and your intellectual property assets, contact us at (561) 208-FYI1 (3941) or visit www.flagshipsg.com.

Flagship Solutions Group

3701 FAU Blvd, Suite 210  •  Boca Raton FL 33431  •  561.208.FYI1 (3941)
www.flagshipsg.com
sales@flagshipsg.com
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